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CALCULATION OF REGISTRATION FEE

Proposed
Proposed Maximum
Maximum
Title of Each Class of Offering Price Aggregate Amount of
Amount to be
Securities to be Registered Registered(1) Per Share(2) Offering Price(1)(2) Registration Fee(3)
Ordinary shares, par value NIS 0.01 6,164,000 $15.00 $92.460,000 $11,909

(1) Includes shares granted pursuant to the underwriters option to purchase additional shares.

(2) Estimated solely for the purpose of calculating the registration fee pursuant to Rule 457(a) under the Securities Act
of 1933.

(3) $9,660 previously paid.

The Registrant hereby amends this Registration Statement on such date or dates as may be necessary to delay
its effective date until the Registrant shall file a further amendment which specifically states that this
Registration Statement shall thereafter become effective in accordance with Section 8(a) of the Securities Act or
until the Registration Statement shall become effective on such date as the Securities and Exchange
Commission, acting pursuant to said Section 8(a), may determine.
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The information in this prospectus is not complete and may be changed. We may not sell these securities until
the registration statement filed with the Securities and Exchange Commission is effective. This prospectus is

not an offer to sell these securities, and we are not soliciting an offer to buy these securities in any jurisdiction
where the offer or sale is not permitted.

Subject to completion, dated September 10, 2014
Preliminary Prospectus

5,360,000 Shares

Ordinary Shares

This is the initial public offering of CyberArk Software Ltd. Prior to this offering, there has been no public market for
our ordinary shares. We are selling 5,360,000 ordinary shares. The estimated initial public offering price is between
$13.00 and $15.00 per share.

Our ordinary shares have been approved for listing on the NASDAQ Global Select Market under the symbol CYBR .

Per
Share Total
Public offering price $ $
Underwriting discounts and commissions(1) $ $
Proceeds to us (before expenses) $ $

(1) See Underwriting for a description of compensation payable to the underwriters.
We have granted the underwriters an option to purchase up to 804,000 additional ordinary shares.

We are an emerging growth company as defined under the federal securities laws and, as such, may elect to
comply with certain reduced public company reporting requirements for future filings.

Investing in our ordinary shares involves a high degree of risk. See _Risk Factors beginning on page 12.
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Neither the Securities and Exchange Commission nor any state securities commission has approved or disapproved of
these securities or determined if this prospectus is truthful or complete. Any representation to the contrary is a
criminal offense.

The underwriters expect to deliver the ordinary shares to purchasers on or about ,2014.

J.P. Morgan Deutsche Bank Securities Barclays

William Blair Nomura Oppenheimer & Co.
, 2014
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Neither we nor the underwriters have authorized anyone to provide information different from that contained in this
prospectus, any amendment or supplement to this prospectus or in any free writing prospectus prepared by us or on

our behalf. Neither we nor the underwriters take any responsibility for, and can provide no assurance as to the

reliability of, any information other than the information in this prospectus and any free writing prospectus prepared

by us or on our behalf. Neither the delivery of this prospectus nor the sale of our ordinary shares means that

information contained in this prospectus is correct after the date of this prospectus. This prospectus is not an offer to

sell or the solicitation of an offer to buy these ordinary shares in any circumstances under which such offer or

solicitation is unlawful.
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SUMMARY

This summary highlights selected information contained elsewhere in this prospectus. This summary does not contain

all the information that you should consider before deciding to invest in our ordinary shares. You should read the

entire prospectus carefully, including Risk Factors and our consolidated financial statements and notes to those

consolidated financial statements, before making an investment decision. In this prospectus, the terms CyberArk,
we, us, our and the Company referto CyberArk Software Ltd. and its subsidiaries.

Overview

We are a global leader and pioneer of a new layer of IT security solutions that protects organizations from cyber

attacks that have made their way inside the network perimeter to strike at the heart of the enterprise. Our software
solution is focused on protecting privileged accounts, which have become a critical target in the lifecycle of today s
cyber attacks. Privileged accounts are pervasive and act as the keys to the IT kingdom, providing complete access to,
and control of, all parts of IT infrastructure, industrial control systems and critical business data. In the hands of an
external attacker or malicious insider, privileged accounts allow attackers to take control of and disrupt an

organization s IT and industrial control infrastructures, steal confidential information and commit financial fraud. Our
comprehensive solution proactively protects privileged accounts, monitors privileged activity and detects malicious
privileged behavior. Our customers use our innovative solution to introduce this new security layer to protect against,
detect and respond to cyber attacks before they strike vital systems and compromise sensitive data.

Organizations worldwide are experiencing an unprecedented increase in the sophistication, scale and frequency of
cyber attacks. The challenge this presents is intensified by the growing adoption of new technologies, such as cloud
computing, virtualization, software-defined networking, enterprise mobility and social networking, which has resulted
in increasingly complex and distributed IT environments with significantly larger attack surfaces. Organizations have
historically relied upon perimeter-based threat protection solutions such as network, web and endpoint security tools
as the predominant defense against cyber attacks, yet these traditional solutions have a limited ability to stop today s
advanced threats. As a result, an estimated 90% of organizations have suffered a cybersecurity breach according to a
2011 survey of approximately 580 U.S. IT practitioners by the Ponemon Institute, a research center focused on
privacy, data protection and information security policy. Organizations are just beginning to adapt their security
strategies to address this new threat environment and are evolving their approaches based on the assumption that their
network perimeter has been or will be breached. They are therefore increasingly implementing new layers of security
inside the network to disrupt attacks before they result in the theft of confidential information or other serious damage.
Regulators are also continuing to mandate rigorous new compliance standards and audit requirements in response to
this evolving threat landscape.

We believe that the implementation of a privileged account security solution is one of the most critical layers of an
effective security strategy. Privileged accounts represent one of the most vulnerable aspects of an organization s IT
infrastructure. Privileged accounts are used by system administrators, third-party and cloud service providers,
applications and business users, and they exist in nearly every connected device, server, hypervisor, operating system,
database, application and industrial control system. Due to the broad access and control they provide, exploiting
privileged accounts has become a critical stage of the cyber attack lifecycle. The typical cyber attack involves
attackers effecting an initial breach, escalating privileges to access target systems, moving laterally through the IT
infrastructure to identify valuable targets, and exfiltrating, or stealing, the desired information. According to
Mandiant, credentials of authorized users were hijacked in 100% of the breaches that Mandiant investigated, and
privileged accounts were targeted whenever possible.
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We have architected our solution from the ground up to address the challenges of protecting privileged accounts and
an organization s sensitive information. Our solution provides proactive protection against cyber attacks from both
external and internal sources and allows for real-time detection and neutralization
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of such threats. It can be deployed in traditional on-premise data centers, cloud environments and industrial control
systems. Our innovative software solution is the result of over 10 years of research and expertise, combined with
valuable knowledge we have gained from working with our diverse population of customers.

Our Privileged Account Security Solution is built on our shared technology platform and consists of several products:

Enterprise Password Vault: proactively protects and manages all privileged accounts across an entire
organization

Privileged Session Manager: enables live monitoring and command-line keystroke level recording of
privileged sessions, isolates the target asset from malware and establishes a single point of control for all
privileged activity

Application Identity Manager: secures application to application interfaces by enabling proactive
controls on privileged credentials embedded in applications, service accounts and scripts

On-Demand Privileges Manager: limits the breadth of access of administrative accounts by restricting the
use of specified commands and functions

Privileged Threat Analytics: profiles and analyzes individual privileged user behavior and creates prioritized

alerts when abnormal activity is detected
As of June 30, 2014, we had over 1,550 customers, including over 35% of the Fortune 100 and approximately 15% of
the Global 2000. We define a customer to include a distinct entity, division or business unit of a company. Our
customers include leading enterprises in a diverse set of industries, including energy and utilities, financial services,
healthcare, manufacturing, retail, technology and telecommunications, as well as government agencies. We sell our
solution through a high touch, channel fulfilled hybrid sales model that combines the leverage of channel sales with
the account control of direct sales, and therefore provides us with significant opportunities to grow our current
customer base. This approach allows us to maintain close relationships with our customers and benefit from the global
reach of our channel partners. Additionally, we are enhancing our product offerings and go-to-market strategy by
establishing technology alliances within the IT infrastructure and security vendor ecosystem.

Our business has rapidly grown in recent years. During 2011, 2012 and 2013, our revenues were $36.4 million, $47.2
million and $66.2 million, respectively, representing year-over-year growth of 29.8% and 40.1%, in 2012 and 2013,
respectively. Our net income for 2011, 2012 and 2013 was $5.9 million, $7.9 million and $6.6 million, respectively.
For the six months ended June 30, 2013 and 2014, our revenues were $29.2 million and $38.7 million, respectively.
Our net income for the six months ended June 30, 2013 was $2.7 million compared with a net loss of $0.02 million for
the same period in 2014.

Industry Overview

The recent increase in sophisticated, targeted security threats by both external attackers and malicious insiders, along
with an increase in the attack surface due to the growing complexity and distributed nature of I'T environments, have
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made it extremely challenging for enterprises and governments around the world to protect their sensitive information.
These challenges are driving the need for a new layer of security that complements traditional threat protection
technologies by securing access to privileged accounts and preventing the exploitation of organizations critical
systems and data.

Privileged accounts represent one of the most vulnerable aspects of an organization s IT infrastructure. Privileged
escalation is a critical stage of the cyber attack because, if privileged credentials are compromised, the attacker is able
to move closer to sensitive data while remaining undetected. Today s advanced cyber attacks are typically designed to
evade traditional threat prevention technologies that are focused on protecting the perimeter from outside breach.
Furthermore, compliance requirements continue to become more stringent in response to the complex and evolving
threat landscape.
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Challenges in Protecting Privileged Accounts

The increasing sophistication, scale and frequency of advanced cyber attacks challenge traditional cybersecurity
methods and create a need for a comprehensive approach to securing privileged accounts from use by external or
internal attackers to gain access to and exploit an organization s confidential data and IT systems. Such an approach
must address a range of challenges presented by privileged accounts, including:

traditional security solutions limited ability to protect privileged credentials and critical assets from cyber
attacks;

insufficient visibility and lack of automation in the management of privileged accounts;

inability to monitor and audit all privileged activity;

inadequate or delayed response time in detecting malicious and high risk behaviors; and

limited scalability of existing point solutions.
Our Solution

Our Privileged Account Security Solution provides organizations with the following benefits:

Comprehensive platform for proactive protection of privileged credentials and target assets from cyber
attacks. Our comprehensive solution for privileged account security enables our customers to proactively
protect against and automatically detect and respond to in-progress cyber attacks before they strike vital
systems and compromise sensitive data. Our unified solution to these previously disparate security needs
enables our customers to preemptively remediate vulnerabilities and improve their security effectiveness
from a central command and control point.

Automatic identification and understanding of the scope of privileged account risk. Our solution
automatically detects privileged accounts across the enterprise and helps customers visualize the resulting
compliance gaps and security vulnerabilities. This automated process reduces the time-consuming and
error-prone task of manually tracking and updating privileged credentials, thereby decreasing IT operational
costs. This enhanced visibility significantly improves the security posture of our customers and facilitates
adherence to rigorous audit and compliance standards.

Continuous monitoring, recording and secure storage of privileged account activity. Our solution
monitors, collects and records individual privileged session activity down to every mouse click and
keystroke. It also provides highly secure storage of privileged session recordings, robust search capabilities
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and full forensics records to facilitate a more rapid and precise response to malicious activity.

Real-time detection, alerting and response to malicious privileged activity. Our Privileged Threat Analytics
product uses proprietary algorithms to profile and analyze individual privileged user behavior and creates
prioritized alerts in real-time when abnormal activity is detected. This allows our customers incident
response teams to investigate and prioritize threatening activity and respond by terminating the active
session.

Purpose-built solution, architected for privileged account security. Our Digital Vault offers multiple layers
of security including robust segregation of duties, a secure proprietary communications protocol and
military-grade encryption. Our Privileged Session Manager product establishes a single point of control for
all privileged activity, effectively decreasing the attack surface by providing only proxy-based access to IT
assets through our platform.

Scalable and flexible platform that enables modular deployment. Our solution is scalable and flexible to
enable deployment in large-scale distributed environments for on-premise, cloud environments and industrial
control systems. Our solution enables enterprises to leverage their existing investments with out of the box
support for many devices, networks, applications and servers, including web sites and social media.
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Our Market Opportunity

We believe that the security market is in the midst of a significant transition as enterprises are investing in a new
generation of security solutions to help protect them against today s sophisticated and targeted cyber threats from both
external attackers and malicious insiders. Gartner estimates that by 2020, 60% of enterprise information security
budgets will be allocated to rapid detection and response approaches, up from less than 10% in 2014. Recognizing that
traditional perimeter-based threat protection solutions are not sufficient to protect against today s advanced cyber
threats, enterprises are investing in security solutions within the datacenter to protect the inside of their networks.
According to a 2012 report by International Data Corporation (IDC), worldwide spending on datacenter security
solutions was $10.7 billion in 2011 and is expected to grow to $16.5 billion by 2016, representing a compound annual
growth rate of 9.3%. According to the same report, worldwide spending for IT security solutions was $28.4 billion in
2011 and is expected to grow to $40.8 billion in 2016, representing a compound annual growth rate of 7.6%.

We believe that privileged account security is a new, critical layer of security that is benefitting from this transition.
Privileged accounts represent one of the most vulnerable aspects of an organization s IT infrastructure and exist in
nearly every connected device, server, hypervisor, operating system, database, application and industrial control
system throughout on-premise and cloud-based datacenters. As a result, we believe that an increasing portion of the IT
security budget, and specifically datacenter security spend, will be allocated for privileged account security solutions.

Our Competitive Strengths

Our mission is to protect the heart of the enterprise from advanced cyber attacks. We have established a leadership
position in protecting high-value data and critical IT assets by securing privileged accounts, and have several key
competitive strengths including:

Trusted expert in privileged account security. We are a recognized brand name and a leader in privileged
account security, protecting organizations worldwide against external threats that have already penetrated the
perimeter, as well as threats that originate from within the perimeter by malicious or careless insiders.

Technology leader driven by vision and focus on innovation. Our history of innovation is the cornerstone
of our technology leadership. We pioneered Digital Vault technology and introduced patented technology for
application identity management, secure connectivity for remote vendors, integrated privileged activity
monitoring, private and public cloud privileged account management and privileged threat analytics.

Global reach driven by direct and indirect sales organization. We have a broadly dispersed global hybrid
sales channel as evidenced by our existing customer implementations in 65 countries, a broad network of
over 200 channel and technology alliance partners worldwide, and local presence in more than 20 countries.

Strong management team with significant IT security expertise. We have a highly talented management
team and a strong research and development organization with significant IT security expertise from past
experience in leading IT security companies and Israel s military technology units.
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Corporate culture committed to our customers success. Our commitment to our customers success is
ingrained in our business strategy and is brought to life through constant customer interactions, employee
functions and our engaging annual customer conferences attended by hundreds of customers and channel

partners.
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Our Growth Strategy
Our goal is to be the global leader in IT security solutions that protect organizations from cyber attacks that

have made their way inside the network perimeter to strike at the heart of the enterprise. The key elements of our
strategy to extend our global leadership include:

continue innovating and enhancing our solution;

growing our customer base;

further penetrating our existing customer base;

continuing to expand our global presence by leveraging systems integrators and distribution partnerships;
and

selectively pursuing strategic transactions.
Risks Associated With Our Business

Investing in our ordinary shares involves risks. You should carefully consider the risks described in Risk Factors
beginning on page 12 before making a decision to invest in our ordinary shares. If any of these risks actually occur,
our business, financial condition or results of operations would likely be materially adversely affected. In such case,
the trading price of our ordinary shares would likely decline, and you may lose all or part of your investment. The
following is a summary of some of the principal risks we face:

The IT security market is new and rapidly evolving to address the increasingly challenging cyber threat
landscape. If the industry does not develop as we anticipate, our sales will not grow as quickly as expected
and our share price could decline.

If we fail to effectively manage our growth, our business and operations will be negatively affected, and as
we invest in the growth of our business, we expect our operating and net profit margins to decline in the
near-term.

Our quarterly results of operations may fluctuate for a variety of reasons, including our failure to close
significant sales before the end of a particular quarter.
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Our reputation and business could be harmed based on real or perceived shortcomings, defects or
vulnerabilities in our solution or the failure of our solution to meet customers expectations.

If we are unable to acquire new customers, our future revenues and operating results will be harmed.

If we are unable to sell additional products and services to our existing customers, our future revenues and
operating results will be harmed.

We face intense competition from IT security vendors, some of which are larger and better known than we
are, and we may lack sufficient financial or other resources to maintain or improve our competitive position.

If our internal network system is compromised by cyber attackers or other data thieves, public perception of
our products and services will be harmed.

We expect to be classified as a passive foreign investment company, or PFIC, for the taxable year ending
December 31, 2014. We currently expect that we should not be classified as a PFIC for the following taxable
year. You may be subject to adverse U.S. federal income tax consequences if we are classified as a PFIC and
you are a U.S. Holder, as defined below, and you do not make certain elections with the IRS. See U.S. and
Israeli Tax Consequences for our Shareholders Certain United States Federal Income Tax

Consequences Passive Foreign Investment Company Considerations.
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Corporate Information

We are incorporated under the laws of the State of Israel. Our principal executive offices are located at 94

Em-Ha moshavot Road, Park Azorim, P.O. Box 3143, Petach Tikva 4970602, Israel, and our telephone number is
+972 (3) 918-0000. Our website address is www.cyberark.com. Information contained on, or that can be accessed
through, our website does not constitute a part of this prospectus and is not incorporated by reference herein. We have
included our website address in this prospectus solely for informational purposes. Our agent for service of process in
the United States is Cyber-Ark Software, Inc., located at 60 Wells Avenue, Suite 103, Newton, MA 02459, and our
telephone number is (617) 965-1544.

Throughout this prospectus, we refer to various trademarks, service marks and trade names that we use in our
business. The CyberArk design logo is the property of CyberArk Software Ltd. CyberA¥ks our registered trademark
in the United States. We have several other trademarks, service marks and pending applications relating to our
products. In particular, although we have omitted the ® and trademark designations in this prospectus from each
reference to Cyber-Ark DNA, Inter-Business Vault, Network Vault, Password Vault, Privileged Session Manager and
Vaulting Technology, all rights to such trademarks are nevertheless reserved. Other trademarks and service marks
appearing in this prospectus are the property of their respective holders.
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The Offering

Ordinary shares offered by us 5,360,000 ordinary shares

Ordinary shares to be outstanding after this 29,580,336 ordinary shares
offering

Underwriters option We have granted the underwriters an option for a period of 30 days after
the date of this prospectus to purchase up to 804,000 additional ordinary
shares.

Use of proceeds We intend to use the net proceeds from this offering for general
corporate purposes, including sales and marketing expenditures aimed at
growing our business and research and development expenditures
focused on product development. We may also use net proceeds to make
acquisitions or investments in complementary companies or
technologies, although we do not have any agreement or understanding
with respect to any such acquisition or investment at this time. See Use
of Proceeds.

Risk factors See Risk Factors and other information included in this prospectus for a
discussion of factors you should carefully consider before deciding to
invest in our ordinary shares.

Proposed NASDAQ Global Select Market CYBR

symbol

The number of ordinary shares to be outstanding after this offering is based on 24,220,336 ordinary shares outstanding
as of June 30, 2014 assuming the conversion of all outstanding preferred shares and warrants to purchase Series B3
preferred shares as of that date. The number of ordinary shares to be outstanding after this offering excludes

(1) 4,894,001 ordinary shares reserved for issuance under our share option plans as of June 30, 2014, of which there
were outstanding options to purchase 4,470,001 shares at a weighted average exercise price of $1.65 per share, and

(2) 15,000 ordinary shares underlying warrants issued to an Israeli non-profit organization with an exercise price of
$2.21 per share.

Unless otherwise indicated, this prospectus:

reflects the conversion of all outstanding preferred shares into 16,569,078 ordinary shares, which will occur
automatically immediately prior to the closing of this offering;
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reflects the issuance of 493,360 ordinary shares upon the exercise of warrants immediately prior to the
closing of this offering and the receipt of $0.8 million by us from such exercise;

reflects the adoption of our articles of association, which will occur in connection with the consummation of
the offering;

assumes an initial public offering price of $14.00 per ordinary share, the midpoint of the estimated initial
public offering price range set forth on the cover page of this prospectus; and

assumes no exercise of the underwriters option to purchase up to 804,000 additional ordinary shares from us.
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Summary Consolidated Financial Data

The following tables set forth our summary consolidated financial data. You should read the following summary
consolidated financial and other data in conjunction with Selected Consolidated Financial Data, = Management s
Discussion and Analysis of Financial Condition and Results of Operations and our consolidated financial statements
and related notes included elsewhere in this prospectus. Historical results are not necessarily indicative of the results
that may be expected in the future. Our financial statements have been prepared in accordance with U.S. Generally
Accepted Accounting Principles, or U.S. GAAP.

The summary consolidated statements of operations data for each of the years in the three-year period ended
December 31, 2013 is derived from our audited consolidated financial statements appearing elsewhere in this
prospectus. The summary consolidated statement of operations data for the six months ended June 30, 2013 and 2014
and the summary balance sheet data as of June 30, 2014 are derived from our unaudited interim consolidated financial
statements presented elsewhere in this prospectus. In the opinion of management, these unaudited interim
consolidated financial statements include all adjustments, consisting of normal recurring adjustments, necessary for a
fair statement of our financial position and operating results for these periods. Results for interim periods are not
necessarily indicative of the results that may be expected for the entire year.
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Six months ended June
Year ended December 31, 30,
2011 2012 2013 2013 2014
(in thousands, except share and per share amounts)
Consolidated Statements of

Operations:

Revenues:

License $ 21,125 °$ 27,029 $ 38907 $ 16419 § 20,249
Maintenance and professional services 15,240 20,179 27,250 12,796 18,484
Total revenues 36,365 47,208 66,157 29,215 38,733

Cost of revenues:

License 899 1,002 1,216 512 1,361
Maintenance and professional services 4,517 5,922 7,860 3,866 5,301
Total cost of revenues(1) 5,416 6,924 9,076 4,378 6,662
Gross profit 30,949 40,284 57,081 24,837 32,071
Operating expenses:

Research and development(1) 6,272 7,273 10,404 4,837 6,579
Sales and marketing(1) 15,929 22,081 32,840 14,557 19,115
General and administrative(1) 3,077 3,297 4,758 2,020 3,118
Total operating expenses 25,278 32,651 48,002 21,414 28,812
Operating income 5,671 7,633 9,079 3,423 3,259
Financial income (expenses), net (190) 4 (1,124) (282) (2,481)
Income before taxes on income 5,481 7,637 7,955 3,141 778
Taxes on income (benefit) (392) (225) 1,320 415 796
Net income (loss) $ 5873 $ 7,862 $ 6,635 $ 2,726 $ (18)

Basic net income (loss) per ordinary
share(2) $ 043 $ 051 $ 025 $ 005 $ (0.36)

Diluted net income (loss) per ordinary
share(2) $ 026 $ 031 § 0.14 § 004 $ (0.36)

Weighted average number of ordinary
shares used in computing basic net
income (loss) per ordinary share(2) 4,969,489 6,592,997 6,900,433 6,857,294 7,107,896

Weighted average number of ordinary
shares used in computing diluted net

income (loss) per ordinary share(2) 22,791,354 25,245,790 10,765,914 8,952,630 7,107,896
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Basic pro forma net income per ordinary
share(3) $ 0.34

Diluted pro forma net income per
ordinary share(3) $ 0.28

Weighted average number of shares used
in computing pro forma basic net income
per ordinary share(3) 23,963,322

Weighted average number of shares used

in computing pro forma diluted net
income per ordinary share(3) 27,828,804
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As of June 30, 2014
Pro Forma
Actual Pro Forma(4) As Adjusted(4)
(in thousands)
Consolidated Balance Sheet Data:
Cash, cash equivalents and short-term bank

deposits $76,407 $ 76,407 $ 144,575
Deferred revenue, current and long-term 31,937 31,937 31,937
Working capital(5) 53,453 53,453 121,621
Total assets 98,769 98,769 165,028
Preferred share warrant liability 4,564

Total shareholders equity 46,161 50,725 117,931

Six months ended
Year ended December 31, June 30,
2011 2012 2013 2013 2014
(in thousands)
Supplemental Financial Data:

Non-GAAP operating income(6) $7,347 $ 7917 $ 9,482 $3,599 $ 3,599
Non-GAAP net income(6) 7,728 8,322 8,484 3,054 2,752
Net cash provided by operating activities 9,376 13,657 20,159 6,723 12,679

(1) Includes share-based compensation expense as follows:

Six months
ended
Year ended December 31, June 30,
2011 2012 2013 2013 2014
(in thousands)

Share-based Compensation Expense:

Cost of revenues $ 70 $ 32 $ 39 $ 17 $ 45
Research and development 481 58 73 30 66
Sales and marketing 432 81 126 94 98
General and administrative 693 113 165 35 131

Total share-based compensation expense $1,676 $ 284 $ 403 $176 $ 340

(2) Basic and diluted net income (loss) per ordinary share is computed based on the weighted average number of
ordinary shares outstanding during each period. For additional information, see note 10 to our consolidated
financial statements included elsewhere in this prospectus.

(3) Pro forma basic and diluted net income per ordinary share and pro forma weighted average shares outstanding
assumes the conversion of all of our outstanding preferred shares into ordinary shares, which will occur upon the
closing of this offering, but does not give effect to the issuance of shares in connection with this offering. For
additional information on the conversion of the preferred shares see note 7 to our consolidated financial
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statements included elsewhere in this prospectus.

Pro forma gives effect to (a) the conversion of all of our outstanding preferred shares into ordinary shares, which
will occur upon the closing of this offering, and (b) the resulting reclassification of the preferred share warrant
liability to additional paid-in capital. Pro forma as adjusted gives effect to (a) the same items as pro forma, (b) the
issuance of 493,360 ordinary shares upon the exercise immediately prior to the closing of this offering of
warrants and the receipt of $0.8 million by us from such exercise, and (c) the issuance and sale of ordinary shares
by us in this offering at an assumed initial public offering price of $14.00 per ordinary share after deducting
underwriting discounts and commissions and estimated offering expenses payable by us.

We define working capital as total current assets minus total current liabilities.

Non-GAAP operating income and non-GAAP net income are non-GAAP financial measures. We define
non-GAAP operating income as operating income excluding share-based compensation expense. We define
non-GAAP net income as net income (loss) excluding (i) share-based compensation expense, and (ii) financial
expenses resulting from the revaluation of warrants to purchase preferred shares. Because of

10
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varying available valuation methodologies, subjective assumptions and the variety of equity instruments that can
impact a company s non-cash expense, we believe that providing non-GAAP financial measures that exclude
non-cash share-based compensation expense allows for more meaningful comparisons between our operating
results from period to period. In addition, we believe that excluding financial expenses with respect to revaluation
of warrants to purchase preferred shares allows for more meaningful comparison between our net income from
period to period, as following this offering, the warrants will be exercised and, as a result, will no longer be
revalued at each balance sheet date. Each of our non-GAAP financial measures is an important tool for financial
and operational decision making and for evaluating our operating results over different periods of time. The
following tables reconcile operating income and net income (loss), the most directly comparable U.S. GAAP
measure, to non-GAAP operating income and non-GAAP net income for the periods presented:

Six months
ended
Year ended December 31, June 30,
2011 2012 2013 2013 2014
(in thousands)
Reconciliation of Operating Income to
Non-GAAP Operating Income:
Operating income $5,671 $7,633 $9,079 $3,423 $3,259
Share-based compensation 1,676 284 403 176 340
Non-GAAP operating income $7,347 $7,917 $9,482 $3,599 $3,599
Six months
ended
Year ended December 31, June 30,
2011 2012 2013 2013 2014
(in thousands)
Reconciliation of Net Income (Loss) to
Non-GAAP Net Income:
Net income (loss) $5,873 $7,862 $6,635 $2,726 $ (18)
Share-based compensation 1,676 284 403 176 340
Warrant adjustment 179 176 1,446 152 2,430
Non-GAAP net income $7,728 $8,322 $8,484 $3,054 $2,752

For a description of how we use non-GAAP operating income and non-GAAP net income to evaluate our business,

see Management s Discussion and Analysis of Financial Condition and Results of Operations Key Financial Metrics.
We believe that these non-GAAP financial measures are useful in evaluating our business because of varying

available valuation methodologies, subjective assumptions and the variety of equity instruments that can impact a
company s non-cash expenses, and we believe that providing non-GAAP operating income and non-GAAP net income
that exclude share-based compensation expenses and warrant awards allows for more meaningful comparisons

between our operating results from period to period.

Other companies, including companies in our industry, may calculate non-GAAP operating and non-GAAP net
income differently or not at all, which reduces their usefulness as a comparative measure. You should consider
non-GAAP operating income and non-GAAP net income along with other financial performance measures, including
operating income and net income (loss), and our financial results presented in accordance with U.S. GAAP.
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RISK FACTORS

This offering and an investment in our ordinary shares involve a high degree of risk. You should consider carefully
the risks described below and all other information contained in this prospectus before you decide to buy our ordinary
shares. If any of the following risks actually occur, our business, financial condition and results of operations could
be materially and adversely affected. In that event, the trading price of our ordinary shares would likely decline and
you might lose all or part of your investment.

Risks Related to Our Business and Our Industry

The IT security market is new and rapidly evolving to address the increasingly challenging cyber threat landscape.
If the industry does not develop as we anticipate, our sales will not grow as quickly as expected and our share price
could decline.

We operate in a new, rapidly evolving industry focused on securing organizations IT systems and sensitive business
data. Our solution focuses on safeguarding privileged accounts, which are those accounts within an organization that
give the user high levels of access, or privileged access, to IT systems, infrastructure, industrial control systems,
applications and data. To date, the majority of enterprise spend on IT security has been on threat protection products,
such as network, endpoint and web security that are designed to stop threats from penetrating corporate networks.
Organizations that use these security products may believe that their existing security solutions sufficiently protect
access to their sensitive business data. Therefore, they may continue allocating their IT security budgets to these
products and may not adopt our solution in addition to such products. Further, a security solution such as ours, which
is focused on disrupting cyber attacks by insiders and external perpetrators that have penetrated the organization s
perimeter, is a relatively new technology that has been developed to respond to advanced threats and more rigorous
compliance standards and audit requirements. However, advanced cyber attackers are skilled at adapting to new
technologies and developing new methods of gaining access to organizations sensitive business data. Changes in the
nature of advanced cyber threats could result in a shift in IT budgets away from solutions such as ours. In addition,
any changes in compliance standards or audit requirements that deemphasize the types of controls, storage, monitoring
and analysis that our solution provides would adversely impact demand for our offerings. It is therefore difficult to
predict how large the market will be for our solution. If solutions such as ours are not viewed by organizations as
necessary, or if customers do not recognize the benefit of our solution as a critical layer of an effective security
strategy, then our revenues may not grow as quickly as expected, or may decline, and our share price could suffer.

If we fail to effectively manage our growth, our business and operations will be negatively affected, and as we
invest in the growth of our business, we expect our operating and net profit margins to decline in the near-term.

We have experienced significant growth in a relatively short period of time and intend to continue to aggressively
grow our business. Our revenues grew from $36.4 million in 2011 to $66.2 million in 2013 and from $29.2 million in
the six months ended June 30, 2013 to $38.7 million in the same period in 2014. Our headcount has increased from
170 as of December 31, 2011 to 387 as of June 30, 2014, and we plan to hire additional employees in the remainder of
2014 across all areas of the organization. Our rapid growth has placed significant demands on our management, sales
and operational and financial infrastructure, and our growth will continue to place significant demands on these
resources. Further, in order to manage our future growth effectively, and in connection with our transition to a public
company, we must continue to improve and expand our IT and financial infrastructure, operating and administrative
systems and controls and efficiently manage headcount, capital and processes. We may not be able to successfully
implement these improvements in a timely or efficient manner, and our failure to do so may materially impact our
projected growth rate.
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As we invest in the growth of our business, our operating and net profit margins and our operating and net income
have declined in recent periods compared to prior periods and we expect this trend to continue in the near-term,
primarily as a result of the costs associated with expanding our direct and indirect sales forces, our increased rate of
investment in research and development and our increased administrative costs in connection
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with becoming a public company. We expect that these invested costs will adversely impact our operating and net
profit margins since it will take time and resources to train and integrate new sales force members and to comply with
public company reporting and regulatory requirements. In addition, costs associated with adding new personnel to our
sales force are expensed before their positive impact on our sales is recognized, and even then a significant portion of
any revenues that they generate from maintenance and professional services are deferred over the delivery period of
those services. A failure to meet market expectations regarding our revenues and profitability could have an adverse
effect on our share price.

Our quarterly results of operations may fluctuate for a variety of reasons, including our failure to close significant
sales before the end of a particular quarter.

A meaningful portion of our revenues is generated by significant sales to new customers and sales of additional
products to existing customers. Purchases of our products and services often occur at the end of each quarter,
particularly in the last quarter of the year. In addition, our sales cycle can last several months from proof of concept to
delivery of our solution to our customers, and this sales cycle can be even longer, less predictable and more
resource-intensive for larger sales. Customers may also require additional internal approvals or seek to test our
products for a longer trial period before deciding to purchase our solution. As a result, the timing of individual sales
can be difficult to predict. In some cases, sales have occurred in a quarter subsequent to those we anticipated, or have
not occurred at all, which can significantly impact our quarterly results and make it more difficult to meet market
expectations. Furthermore, even if we close a sale during a given quarter we may be unable to recognize the revenues
derived from such sale during the same period due to our revenue recognition policy. See Management s Discussion
and Analysis of Financial Condition and Results of Operations Application of Critical Accounting Policies and
Estimates Revenue Recognition.

In addition to the sales cycle-related fluctuations noted above, our results of operations will continue to vary as a
result of a number of factors, many of which are outside of our control and may be difficult to predict, including:

our ability to attract and retain new customers;

our ability to sell additional products to current customers;

changes in customer or channel partner requirements or market needs;

changes in the growth rate of the information security market;

the timing and success of new product and service introductions by us or our competitors or any other
change in the competitive landscape of the information security market, including consolidation among our
customers or competitors;

a disruption in, or termination of, our relationship with channel partners;
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our ability to successfully expand our business globally;

reductions in maintenance renewal rates;

changes in our pricing policies or those of our competitors;

general economic conditions in our markets;

future accounting pronouncements or changes in our accounting policies or practices;

the amount and timing of our operating costs;

a change in our mix of products and services; and

increases or decreases in our expenses caused by fluctuations in foreign currency exchange rates.
Any of the above factors, individually or in the aggregate, may result in significant fluctuations in our financial and
other operating results from period to period. These fluctuations could result in our failure to meet
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our operating plan or the expectations of investors or analysts for any period. If we fail to meet such expectations for
these or other reasons, the market price of our ordinary shares could fall substantially, and we could face costly
lawsuits, including securities class action suits.

Our reputation and business could be harmed based on real or perceived shortcomings, defects or vulnerabilities in
our solution or the failure of our solution to meet customers expectations.

Organizations are facing increasingly sophisticated and targeted cyber threats. If we fail to identify and respond to
new and increasingly complex methods of attack and update our products to detect or prevent such threats, our
business and reputation will suffer. In particular, we may suffer significant adverse publicity and reputational harm if
a significant breach occurs generally or if any breach occurs at a high profile customer. Moreover, as our solution is
adopted by an increasing number of enterprises and governmental entities, it is possible that attackers will begin to
focus on finding ways to defeat our solution. An actual or perceived security breach or theft of our customers sensitive
business data, regardless of whether the breach or theft is attributable to the failure of our products, could adversely
affect the market s perception of the efficacy of our solution and current or potential customers may look to our
competitors for alternatives to our solution. The failure of our products may also subject us to lawsuits and financial
losses stemming from indemnification of our partners and other third parties, as well as the expenditure of significant
financial resources to analyze, correct or eliminate any vulnerabilities. It could also cause us to suffer reputational
harm, lose existing customers or deter them from purchasing additional products and services and prevent new
customers from purchasing our solution.

False detection of threats, while typical in our industry, may reduce perception of the reliability of our products and
may therefore adversely impact market acceptance of our products. If our solution restricts legitimate privileged
access by authorized personnel to IT systems and applications by falsely identifying those users as an attack or
otherwise unauthorized, our customers business could be harmed. There can be no assurance that, despite testing by
us, errors will not be found in existing and new versions of our products, resulting in loss of or delay in market
acceptance. In such an event, we may be required, or may choose, for customer relations or other reasons, to expend
additional resources in order to help correct the problem.

If we are unable to acquire new customers, our future revenues and operating results will be harmed.

Our success depends on our ability to acquire new customers. The number of customers that we add in a given period
impacts both our short-term and long-term revenues. If we are unable to attract a sufficient number of new customers,
we may be unable to generate revenue growth at desired rates. The IT security market is competitive and many of our
competitors have substantial financial, personnel, and other resources that they utilize to develop products and attract
customers. As a result, it may be difficult for us to add new customers to our customer base. Competition in the
marketplace may also lead us to win fewer new customers or result in us providing discounts and other commercial
incentives. Additional factors that impact our ability to acquire new customers include the perceived need for IT
security, the size of our prospective customers [T budgets, the utility and efficacy of our existing and new offerings,
whether proven or perceived, and general economic conditions. These factors may have a meaningful negative impact
on future revenues and operating results.

If we are unable to sell additional products and services to our existing customers, our future revenues and
operating results will be harmed.

A significant portion of our revenues are generated from sales to existing customers. Our future success depends, in
part, on our ability to continue to sell new licenses and incremental licenses to our existing customers. We devote

significant efforts to developing, marketing and selling additional licenses and associated maintenance and support to
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existing customers and rely on these efforts for a portion of our revenues. These efforts require a significant
investment in building and maintaining customer relationships, as well as significant research and development efforts
in order to provide product upgrades and launch new products. The rate at which our existing customers purchase
additional products and services depends on a number of factors,
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including the perceived need for additional IT security, the efficacy of our solutions and the utility of our new

offerings, whether proven or perceived, our customers IT budgets, general economic conditions, our customers overall
satisfaction with the maintenance and professional services we provide and the continued growth and economic health

of our customer base to require incremental users and servers to be covered. If our efforts to sell additional products

and services to our customers are not successful, our future revenues and operating results will be harmed.

We face intense competition from IT security vendors, some of which are larger and better known than we are, and
we may lack sufficient financial or other resources to maintain or improve our competitive position.

The IT security market in which we operate is characterized by intense competition, constant innovation and evolving
security threats. We compete with companies that offer a broad array of IT security products. Our current and
potential future competitors include CA, Inc., Dell Inc., International Business Machines Corporation and Oracle
Corporation in the access and identity management market, and may also include providers of advanced threat
protection solutions such as Hewlett-Packard Company, EMC Corporation, International Business Machines
Corporation, FireEye, Inc., Splunk Inc. and Palo Alto Networks, Inc. and other smaller companies that offer point
solutions with a more limited range of functionality than our own offerings. Some of our competitors are large
companies that have the technical and financial resources and broad customer bases needed to bring competitive
solutions to the market and already have existing relationships as a trusted vendor for other products. Such companies
may use these advantages to offer products and services that are perceived to be as effective as ours at a lower price or
for free as part of a larger product package or solely in consideration for maintenance and services fees. They may
also develop different products to compete with our current solution and respond more quickly and effectively than we
do to new or changing opportunities, technologies, standards or client requirements. Additionally, from time to time
we may compete with smaller regional vendors that offer products with a more limited range of capabilities that
purport to perform functions similar to our solution. Such companies may enjoy stronger sales and service capabilities
in their particular regions.

Our competitors may enjoy potential competitive advantages over us, such as:

greater name recognition, a longer operating history and a larger customer base;

larger sales and marketing budgets and resources;

broader distribution and established relationships with channel and distribution partners and customers;

greater customer support resources;

greater resources to make acquisitions;

larger intellectual property portfolios; and
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greater financial, technical and other resources.
Our current and potential competitors may also establish cooperative relationships among themselves or with third
parties that may further enhance their resources. Current or potential competitors may be acquired by third parties
with greater available resources. As a result of such acquisitions, our current or potential competitors might be able to
adapt more quickly to new technologies and customer needs, devote greater resources to the promotion or sale of their
products and services, initiate or withstand substantial price competition, take advantage of other opportunities more
readily or develop and expand their product and service offerings more quickly than we do. Larger competitors with
more diverse product offerings may reduce the price of products that compete with ours in order to promote the sale of
other products or may bundle them with other products, which would lead to increased pricing pressure on our
products and could cause the average sales prices for our products to decline.

In addition, other IT security technologies exist or could be developed in the future by current or future competitors,
and our business could be materially and adversely affected if such technologies are widely adopted.
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We may not be able to successfully anticipate or adapt to changing technology or customer requirements on a timely
basis, or at all. If we fail to keep up with technological changes or to convince our customers and potential customers
of the value of our solution even in light of new technologies, our business, results of operations and financial
condition could be materially and adversely affected.

If our internal network system is compromised by cyber attackers or other data thieves, public perception of our
products and services will be harmed.

We will not succeed unless the marketplace is confident that we provide effective IT security protection. We provide
privileged account security products, and therefore we may be a more attractive target for attacks by cyber attackers or
other data thieves. If we experience an actual or perceived breach of our network or privileged account security in our
internal systems, it could adversely affect the market perception of our products and services. In addition, such a
security breach could impair our ability to operate our business, including our ability to provide maintenance and
support services to our customers. If this happens, our revenues could decline and our business could suffer.

If we do not effectively expand, train and retain our sales force, we may be unable to acquire new customers or sell
additional products and services to existing customers, and our business will suffer.

We depend significantly on our sales force to attract new customers and expand sales to existing customers. We
generate approximately 50% of our revenues from direct sales. As a result, our ability to grow our revenues depends
in part on our success in recruiting, training and retaining sufficient numbers of sales personnel to support our growth,
particularly in the United States. The number of our sales and marketing personnel increased from 135 as of
December 31, 2013 to 175 as of June 30, 2014. We expect to continue to expand our sales and marketing personnel
significantly and face a number of challenges in achieving our hiring and integration goals. There is intense
competition for individuals with sales training and experience. In addition, the training and integration of a large
number of sales and marketing personnel in a short time requires the allocation of significant internal resources. We
invest significant time and resources in training new sales force personnel to understand our solutions and growth
strategy. Based on our past experience, it takes an average of approximately six to nine months before a new sales
force member operates at target performance levels. However, we may be unable to achieve or maintain our target
performance levels with large numbers of new sales personnel as quickly as we have done in the past. Our failure to
hire a sufficient number of qualified sales force members and train them to operate at target performance levels may
materially and adversely impact our projected growth rate.

We rely on channel partners, including systems integrators, distributors and value-added resellers, to generate a
significant portion of our revenue. If we fail to maintain successful relationships with our channel partners, or if
our channel partners fail to perform, our ability to market, sell and distribute our solution will be limited, and our
business, financial position and results of operations will be harmed.

In addition to our direct sales force, we rely on our channel partners to sell and support our solution, particularly in
Europe and the Asia Pacific region. We expect that sales through our channel partners will continue to account for a
significant percentage of our revenue. We generate approximately 50% of our revenues from sales to channel partners
and we expect that channel partners will represent a substantial portion of our revenues for the foreseeable future. Our
agreements with channel partners are non-exclusive, meaning our partners may offer customers IT security products
from other companies, including products that compete with our solution. If our channel partners do not effectively
market and sell our solution, or choose to use greater efforts to market and sell their own products and services or the
products and services of our competitors, our ability to grow our business will be adversely affected. Our channel
partners may cease or deemphasize the marketing of our solution with limited or no notice and with little or no
penalty. Further, new channel partners require training and may take several months or more to achieve productivity.
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The loss of a substantial number of our channel partners, the inability to replace them or the failure to recruit
additional channel partners could materially and adversely affect our results of operations. Our reliance on channel
partners could also subject us to
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lawsuits or reputational harm if, for example, a channel partner misrepresents the functionality of our solution to
customers or violates laws or our corporate policies. Our ability to grow revenues in the future will depend in part on
our success in maintaining successful relationships with our channel partners and training our channel partners to
independently sell and install our solution. If we are unable to maintain our relationship with channel partners or
otherwise develop and expand our indirect sales channel, or if our channel partners fail to perform, our business,
financial position and results of operations could be adversely affected.

If our products fail to help our customers achieve and maintain compliance with certain government regulations
and industry standards, our business and results of operations could be materially and adversely affected.

We generate a substantial portion of our revenues from our products and services because they enable our customers

to achieve and maintain compliance with certain government regulations and industry standards, and we expect that
will continue for the foreseeable future. Examples of industry standards and government regulations include the
Payment Card Industry Data Security Standard (PCI-DSS); the Federal Information Security Management Act
(FISMA) and associated National Institute for Standards and Testing (NIST) Network Security Standards; the
Sarbanes-Oxley Act; Title 21 of the U.S. Code of Federal Regulations, which governs food and drugs industries; the
North American Electric Reliability Corporation Critical Infrastructure Protection Plan (NERC-CIP); the German
Federal Financial Supervisory Authority (BaFin) Minimum Requirements for Risk Management; and the Monetary
Authority of Singapore s Technology Risk Management Notices. These industry standards may change with little or no
notice, including changes that could make them more or less onerous for businesses. In addition, governments may

also adopt new laws or regulations, or make changes to existing laws or regulations, that could impact whether our
solution enables our customers to maintain compliance with such laws or regulations. If we are unable to adapt our
solution to changing government regulations and industry standards in a timely manner, or if our solution fails to
expedite our customers compliance initiatives, our customers may lose confidence in our products and could switch to
products offered by our competitors. In addition, if government regulations and industry standards related to IT
security are changed in a manner that makes them less onerous, our customers may view compliance as less critical to
their businesses, and our customers may be less willing to purchase our products and services. In either case, our sales
and financial results would suffer.

Our model for long-term growth depends upon the introduction of new products. If we are unable to develop new
products or if these new products are not adopted by customers, our growth will be adversely affected.

Our business depends on the successful development and marketing of new products. For example, we introduced
Privileged Threat Analytics in December 2013. Development and marketing of new products requires significant
up-front research, development and other costs, and the failure of new products we develop to gain market acceptance
may result in a failure to achieve future sales and adversely affect our competitive position. There can be no assurance
that any of our new or future products will achieve market acceptance or generate revenues at forecasted rates or that
the margins generated from their sales will allow us to recoup the costs of our development efforts.

Failure by us or our channel partners to maintain sufficient levels of customer support could have a material
adverse effect on our business, financial condition and results of operations.

Our customers depend in large part on customer support delivered through our channel partners or by us to resolve
issues relating to the use of our solution. However, even with our support and that of our channel partners, our
customers are ultimately responsible for effectively using our solution and ensuring that their IT staff is properly
trained in the use of our products and complementary security products. The failure of our customers to correctly use
our solution, or our failure to effectively assist customers in installing our solution and providing effective ongoing
support, may result in an increase in the vulnerability of our customers IT systems and sensitive business data.
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satisfaction of our customers, we may be required to provide support to such customers, which would require us to
invest in additional personnel, which requires significant time and resources. We may not be able to keep up with
demand, particularly if the sales of our solution exceed our internal forecasts. To the extent that we or our channel
partners are unsuccessful in hiring, training and retaining adequate support resources, our ability and the ability of our
channel partners to provide adequate and timely support to our customers will be negatively impacted, and our
customers satisfaction with our products will be adversely affected. Accordingly, our failure to provide satisfactory
maintenance and technical support services could have a material and adverse effect on our business and results of
operations.

If we do not successfully anticipate market needs and enhance our existing products or develop new products that
meet those needs on a timely basis, we may not be able to compete effectively and our ability to generate revenues
will suffer-.

Our customers operate in markets characterized by rapidly changing technologies and business plans, which require
them to adapt to increasingly complex IT infrastructures that incorporate a variety of hardware, software applications,
operating systems and networking protocols. As our customers technologies and business plans grow more complex,
we expect them to face new and increasingly sophisticated methods of attack. We face significant challenges in
ensuring that our solution effectively identifies and responds to these advanced and evolving attacks without
disrupting the performance of our customers IT systems. As a result, we must continually modify and improve our
products in response to changes in our customers IT and industrial control infrastructures.

We cannot guarantee that we will be able to anticipate future market needs and opportunities or be able to develop
product enhancements or new products to meet such needs or opportunities in a timely manner, if at all. Even if we are
able to anticipate, develop and commercially introduce enhancements and new products, there can be no assurance

that enhancements or new products will achieve widespread market acceptance.

Our product enhancements or new products could fail to attain sufficient market acceptance for many reasons,
including:

delays in releasing product enhancements or new products;

failure to accurately predict market demand and to supply products that meet this demand in a timely
fashion;

inability to interoperate effectively with the existing or newly introduced technologies, systems or
applications of our existing and prospective customers;

inability to protect against new types of attacks or techniques used by cyber attackers or other data thieves;

defects in our products, errors or failures of our solutions to secure privileged accounts;
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negative publicity about the performance or effectiveness of our products;

introduction or anticipated introduction of competing products by our competitors;

installation, configuration or usage errors by our customers;

easing or changing of regulatory requirements related to security; and

reluctance of customers to purchase products incorporating open source software.

If we fail to anticipate market requirements or fail to develop and introduce product enhancements or new products to

meet those needs in a timely manner, it could cause us to lose existing customers and prevent us from gaining new
customers, which would significantly harm our business, financial condition and results of operations.
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If our products do not effectively interoperate with our customers existing or future IT infrastructures, installations
could be delayed or cancelled, which would harm our business.

Our products must effectively interoperate with our customers existing or future IT infrastructures, which often have
different specifications, utilize multiple protocol standards, deploy products from multiple vendors and contain

multiple generations of products that have been added over time. If we find errors in the existing software or defects in
the hardware used in our customers infrastructure or problematic network configurations or settings, we may have to
modify our software so that our products will interoperate with our customers infrastructure and business processes. In
addition, to stay competitive within certain markets, we may be required to make software modifications in future
releases to comply with new statutory or regulatory requirements. These issues could result in longer sales cycles for
our products and order cancellations, either of which would adversely affect our business, results of operations and
financial condition.

Our research and development efforts may not produce successful products or enhancements to our solution that
result in significant revenue or other benefits in the near future, if at all.

We expect to continue to dedicate significant financial and other resources to our research and development efforts in
order to maintain our competitive position. For example, in 2013, we increased our dedicated research and
development personnel by 36% compared to 2012. Our dedicated research and development personnel continued to
increase by 18% in the first six months of 2014 as compared to the year ended December 31, 2013. However,
investing in research and development personnel, developing new products and enhancing existing products is
expensive and time consuming, and there is no assurance that such activities will result in significant new marketable
products or enhancements to our products, design improvements, cost savings, revenues or other expected benefits. If
we spend significant time and effort on research and development and are unable to generate an adequate return on
our investment, our business and results