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Securities registered pursuant to Section 12(b) of the Act:

Title of Each Class Name of Exchange on which Registered

Common Stock, $0.0001 par value per share None

Securities registered pursuant to Section 12(g) of the Act: None
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Indicate by check mark if the registrant is a well-known seasoned issuer, as defined in Rule 405 of the Securities Act.    Yes  o    No  x

Indicate by check mark if the registrant is not required to file reports pursuant to Section 13 or Section 15(d) of the Act.    Yes  o    No  x

Indicate by check mark whether the registrant: (1) has filed all reports required to be filed by Section 13 or 15(d) of the Securities Exchange Act
of 1934 during the preceding 12 months (or for such shorter period that the registrant was required to file such reports), and (2) has been subject
to such filing requirements for the past 90 days.    Yes  x    No  o

Indicate by check mark if disclosure of delinquent filers pursuant to Item 405 of Regulation S-K is not contained herein, and will not be
contained, to the best of registrant�s knowledge, in definitive proxy or information statements incorporated by reference in Part III of this
Form 10-K or any amendment to this Form 10-K.  o

Indicate by check mark whether the registrant is a large accelerated filer, an accelerated filer, or a non-accelerated filer or a smaller reporting
company. See definition of �accelerated filer and large accelerated filer� in Rule 12b-2 of the Exchange Act. (Check one):

Large accelerated filer  o            Accelerated filer  o            Non-accelerated filer  o            Smaller reporting company  x

Indicate by check mark whether the registrant is a shell company (as defined in Rule 12b-2 of the Exchange Act).    Yes  o    No  x

The aggregate market value of the registrant�s voting and non-voting common equity held by non-affiliates computed by reference to the price at
which the common equity was last sold, as of the last business day of the registrant�s most recently completed second fiscal quarter was
$8,305,169..

As of February 13, 2009, the registrant had 67,876,880 shares of common stock outstanding.

Documents Incorporated by Reference: None
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PRIVATE SECURITIES LITIGATION REFORM ACT

All statements other than statements of historical facts contained in this Annual Report on Form 10-K, including statements regarding our future
financial position, business strategy and plans and objectives of management for future operations, are forward-looking statements. The words
�anticipate,� �believe,� �estimate,� �will,� �may,� �future,� �plan,� �intend� and �expect� and similar expressions generally identify forward-looking statements.
Although we believe our plans, intentions and expectations reflected in the forward-looking statements are reasonable, we cannot be sure they
will be achieved. Actual results may differ materially from the forward-looking statements contained herein due to a number of factors. Many of
these factors are set forth under the caption �Risk Factors� in Item 1A of this Annual Report and other filings with the Securities and Exchange
Commission. These factors are not intended to represent a complete list of the general or specific factors that may affect us. It should be
recognized that other factors, including general economic factors and business strategies, may be significant, presently or in the future. Except as
required by law, we undertake no obligation to update any forward-looking statement, whether as a result of new information, future events or
otherwise.
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PART I

ITEM 1.  DESCRIPTION OF BUSINESS

BIO-key International, Inc., a Delaware corporation (the �Company,� �BIO-key,� �we,� or �us), was founded in 1993 to develop and market advanced 
fingerprint biometric technology and software solutions. Biometric technology is the science of analyzing specific human characteristics which
are unique to each individual in order to identify a specific person from a broader population. First incorporated as BBG Engineering, the
company became SAC Technologies in 1994.  The BIO-key name was introduced in 2002.

We develop and market advanced fingerprint identification biometric technology and software solutions. We also deliver advanced identification
solutions and information services to law enforcement departments, public safety agencies and other government and private sector customers.
Our mobile wireless technology provides first responders with critical, reliable, real-time data and images from local, state and national
databases.

We were among the initial pioneers in developing automated, finger identification technology that can be used without the aid of non-automated
methods of identification such as a personal identification, password, token, smart card, ID card, credit card, passport, driver�s license or other
form of possession or knowledge based identification. This advanced BIO-key� identification technology improves both the accuracy and speed
of finger-based biometrics and is the only finger identification algorithm that has been certified by the International Computer Security
Association (ICSA).

Since our inception in 1993, we have spent substantial time and effort in completing the development of what we believe is the most
discriminating and effective commercially available finger-based biometric technology. During the past four years, our primary focus has shifted
to marketing and selling this technology and completing strategic acquisitions that can help us leverage our capability to deliver identification
solutions. We have built a direct sales force of professionals with substantial experience in selling technology solutions to government and
corporate customers.

In 2004, BIO-key acquired Public Safety Group, Inc. (PSG), a privately held company that is a leader in wireless solutions for law enforcement
and public safety markets. PSG�s primary technology is PocketCop�, a handheld solution that provides mobile officers, such as detectives who are
not typically in their vehicles, a hand-held mobile information software solution.

Also in, 2004, BIO-key completed a transaction with Aether Systems, Inc. to purchase its Mobile Government Division (�Mobile Government� or
�AMG�), a leading provider of wireless data solutions for use by public safety organizations, primarily state, local police, fire and rescue and
emergency medical services organizations. Our PacketCluster mobile information software is integrated with 50 separate State/NCIC databases,
as well as other state, local and federal databases. Its open architecture and its published Application Programming Interface (API) make it easy
to interface with a wide range of information sources. PacketCluster products deliver real-time information in seconds, freeing dispatchers to
handle more pressing emergencies.
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In 2007, BIO-key competed a transaction with ZOLL Data Systems, Inc. (�ZOLL�), a subsidiary of ZOLL Medical Corporation, in which ZOLL
acquired substantially all of the assets related to the Company�s Fire/EMS Services division.

As a result of these transactions, and as discussed in Note M to the Consolidated Financial Statements included in this report, we have organized
the Company into two reporting segments:  Law Enforcement and Biometrics. During the year ended December 31, 2008, the Company
continued to focus on its primary objectives of increasing revenue and managing expenses, by developing leadership technology and
applications and by providing its customers with high quality support and service.

1
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Markets

Finger-based Biometric Identification

BIO-key is a leader in finger-based biometric identification. In partnerships with OEMs, integrators, and solution providers, we provide
biometric software solutions to private and public sector customers. BIO-key�s patented Vector Segment Technology (VST) is the foundation for
these solutions. BIO-key�s WEB-key ® is a cost-effective, easy-to-deploy, fingerprint-based, strong authentication system. This unique solution
allows users to positively identify themselves to any application with the simple scan of their finger. This capability is a significant improvement
in both convenience and security over other alternatives and provides companies with a cost-effective solution to thwart phishing attacks and
comply with government regulations and legislation such as FFIEC compliance, HIPAA, HSPD-12, and the Electronic Signatures Act. BIO-key
couples these capabilities with device interoperability, system flexibility and scalability. BIO-key enables the use of 40 different fingerprint
sensor technologies to enroll and identify employees, customers or business partners. BIO-key has formed relationships with providers of
biometric logon software like IdentiPHI, Softex, Janus Associates, Sig-Tec and Computer Associates to provide enterprise-ready SingleSignOn
systems to many large companies in the US and abroad. Through its partnership with Oracle, we have integrated our technology into the entire
Fusion Middleware and Identity Management software stack to offer all of Oracle customers a scalable biometric authentication solution  Also,
BIO-key has integrated VST to a pure physical access solution in NextGenID, which has been deployed across the US at many leading
companies.

•  Growth potential�As the provider of the core technology, BIO-key�s greatest growth potential for this market
is as a partner with companies that offer applications that address growing concerns particularly about identity theft
and anti-terrorism.

For example, BIO-key has implemented programs that will enable biometric logical and physical access. These include working with IdentiPHI
to provide strong network based authentication on BIO-key technology; and with the Pegasus Program to authenticate users accessing a
nationwide information-sharing system designed by and for the nation�s sheriffs. These represent the kind of partnership-based opportunities
BIO-key may see in the finger-based biometric market.

In parallel, BIO-key is both strengthening security and improving user and system administrator convenience by integrating biometric log-in, as
well as two-factor authentication, with its law enforcement suite of solutions.  These capabilities provide BIO-key with the ability to address the
latest CJIS security requirements providing market leadership in this critical area . This is a true differentiator to potential new customers, and
creates add-on opportunities with existing customers.  Fingerprint identification of First Responders has been identified as a way to facilitate
disaster recoveries and these integrated projects have been receiving funding from the Department of Homeland Security.  By promoting our
integration of fingerprints for this use, we can capitalize on our vast customer base and drive new revenue.

Law Enforcement

BIO-key�s InfoServer, MobileCop and PocketCop law enforcement products are a leading wireless mobile data
communications client/server solution, implemented in more than 750 agencies in 43 states. Providing immediate
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access to mission-critical data and enabling in-field reporting, BIO-key software keeps officers on the street,
improving their productivity and enhancing officer safety. BIO-key solutions are able to run across any and all
wireless infrastructures and integrate with virtually all computer-aided dispatch (CAD) and records management
systems. This makes us a leader in multi-agency cooperation and interoperability, which are absolutely critical in
times of large-scale natural and terrorist threats.

•  Growth potential�BIO-key�s large base of more than 750  law enforcement agencies continues to be a strength
that helps leverage additional sales from both existing customers and new customers.

Public Safety remains one of the largest areas of state and local government IT investment. A 2007 Gartner study entitled �Dataquest Insight:
State and Local Government Market Environment, 2007�, reported total IT spending of  $7.4 billion in 2007, with an expected 18% growth over
the next 3 years, and spending for voice/data communications for public safety �

2
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the market segment for MobileCop and PocketCop and related add-on products �  expected to total  $5.5 billion over the next 5 years

A key opportunity is the growing awareness of the need for multi-agency interoperability. In these situations, BIO-key offers:

•  BIO-key�s LE products, which can run on any and all wireless infrastructures. BIO-key also has had success
implementing seamless roaming across multiple infrastructures for multi-agency consortiums.

•  BIO-key�s open architecture.

•  BIO-key�s experience in large, complex and multi-agency implementations, such as Hamilton County, Ohio
Sheriff�s Office and Pennsylvania State Police.

•  New add-on applications:

•  Data sharing of RMS information � InfoExchange

•  GPS & AVL Mapping � MobileCop Navigator

•  Handheld Mobile Solutions for BlackBerries and PDA�s

•  Field Reporting � Mobile Office

•  New ease of use and administration features for hosting multi agencies at lower costs

These capabilities position BIO-key well to work with leading CAD vendors, even with vendors that have mobile data solutions but do not have
the depth of interoperability capability that BIO-key offers.

An additional growth area is the introduction of BIO-key�s finger-based biometric identification to law enforcement. In addition to now offering
biometric login to our traditional InfoServer product, we have introduced the IdentityMatch fingerprint identification solution,
which lets law enforcement personnel capture fingerprints in the field. Using BIO-key�s patented Vector Segment
Technology, IdentityMatch analyzes and categorizes fingerprints the same way a fingerprint expert would�only faster.
IdentityMatch also enables multiple law enforcement agencies to share fingerprint data with other agencies. This
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powerful tool, built on BIO-key�s understanding of law enforcement requirements and its fingerprint technology,
presents opportunities for the law enforcement business segment in the coming year.

Products

BIO-key® operates in two major segments�biometrics and law enforcement. These segments are described below and a list of products in each
line is noted.

Biometrics

The Company�s biometric identification technology improves both the accuracy and speed of finger-based biometrics. The Company�s proprietary
biometric technology extracts unique data from a fingerprint and uses it to positively identify an individual.  The technology has been built to be
completely scalable to handle databases containing millions of fingerprints. BIO-key achieves the highest levels of discrimination without
requiring any other identifying data�like a userID, smart card, or token.  BIO-key�s core technology supports interoperability on over 40 different
commercially available readers.  This interoperability is a key differentiator for BIO-key in the biometric market.  BIO-key has full support for
industry standards and recently received National Institute of Standards and Technology (�NIST�) certification on its ability to support HSPD-12
supported INCITS-378 templates.  We believe we have the largest deployment of ISO standard templates in the world with over 300 million
created in Bangladesh.  Extending our products to support standards enables BIO-key to participate in large government projects like
Transportation Workers Identification Card(TWIC), Registered Traveler projects, PIV initiatives, and FIXS consortium solutions. We believe
our fingerprint identification technology has a broad range of information security and access control applications, including:

•  Securing Internet sites and electronic transactions

•  Securing access to logical networks and applications

3
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•  Securing access to buildings and restricted areas

•  Providing fast, accurate member identification services

•  Securing mobile devices such as biometric enabled handhelds and PDA�s

•  Preventing identity theft through positive user identification and false alias validation

Biometric Products:

BIO-key�s finger identification algorithm�Vector Segment Technology (VST�) is the core intellectual property behind its full suite of biometric
products that include:

•  Vector Segment Technology SDK (VST) �BIO-key�s biometric development kit that provides developers the
ability to take advantage of a highly accurate, device interoperable algorithm. VST is available as a low level SDK for
incorporation into any application architecture to increase security while not sacrificing convenience. VST runs on
Windows, Linux or Solaris systems.

•  True User Identification ®�BIO-key�s biometric identification solution that offers large scale one to many
user lookup with nothing but a single fingerprint. This solution enables customers to perform false alias checks and
manage fraudulent access to systems.  True User Identification leverages commercially available databases, like
Oracle, to scale the identification capabilities to millions of users.  The solution also runs on commercially available
hardware making it truly scalable for any size system.

•  WEB-key ®�BIO-key�s biometric security platform for managing fingerprint authentication across
unprotected networks like the internet. It extends all features and functionalities of the VST algorithm to customers
looking to add an enhanced level of security to their thin client and client/server applications. WEB-key currently is
supported by both Windows and Linux operating systems.
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•  Biometric Service Provider� �BIO-key provides support for the BioAPI (a standards based solution meeting
worldwide needs) for a compliant interface to applications using biometrics for verification and identification.
BIO-key enhances the traditional use of the BioAPI by adding support for CE devices, supporting identification calls
and also providing a single user interface for multiple fingerprint readers.

•  ID Director ��BIO-key�s solution for single sign on integration with Computer Associates SiteMinder, Oracle�s
Fusion Middleware SSO, and other solutions, utilizing the power and security of WEB-key. This solution provides a
simple to implement, custom authentication scheme for companies looking to enhance authentication. ID Director can
easily add a level of security and convenience to the transaction level of any application.

Law Enforcement

•  MobileCop� � A complete wireless query and messaging application that puts the power of mobile and
wireless technology to work for agencies of every size, MobileCop� sets the standard for mobile law enforcement.
Providing real-time retrieval of motor vehicle, warrant and criminal history information, powerful mobile integration
capabilities, and an intuitive user interface, MobileCop delivers the most in performance and it�s easy to see why over
750 law enforcement agencies around the country have deployed MobileCop for fast and secure access to critical
information in the field

•  PocketCop® � PocketCop is a software solution that provides law enforcement personnel with instantaneous
access to criminal, civil, and local database information in a wireless environment. PocketCop is a handheld
application that provides access to state and federal databases over the wireless network for Windows Mobile, and
RIM OS devices. Using a portable wireless handheld device and the PocketCop application software, an authorized
user can access suspect information such as wanted status, warrant status, vehicle registration and driver license status.
PocketCop technology has been deployed in numerous police agencies in the United States,  including the Oklahoma
County (OK) Sheriff�s Office and the Franklin County (OH) Sheriff�s Office. We expect our PocketCop

4
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sales to benefit from the increase in the availability and use of BlackBerry and Windows Mobile smartphones in public safety.

•  IdentityMatch�a web-based fingerprint biometric solution that allows various criminal custody agencies to
quickly identify criminals at all points along the chain-of-custody throughout the criminal justice process.  This
solution enables the sharing of information between trusted entities and personnel, from the booking agencies to
parolee oversight.  IdentityMatch allows law enforcement agencies to capture and store fingerprints locally and to
identify subjects by matching their fingerprint against those stored in the database, securely and in real time.
Fingerprints can be captured using a live scan device from existing 10-print cards or through a wide variety of
inexpensive commercially available fingerprint readers. This is an AFIS companion, rather than a replacement 
product, designed to maximize the value of fingerprint data and also to provide a new level of safety for the law
enforcement personnel.

ID-Match � is the web based client front-end application for the IdentityMatch system solution.  It is a browser based application that retrieves
detailed fingerprint records such as LiveScan, Rolled 10-print and Latent fingerprint information and displays criminal aliases by fingerprint
match along with detailed information of the actual fingerprint images.

ID-Mobile � provides for wireless in the field identification of suspects.  This application can be used in mobile laptop computers or a convenient
handheld device. The features and functionality of this application are ideal for law enforcement patrol, transport vehicles, motorcycle and bike
patrols, mounted and foot patrols, as well as water patrols; wherever a versatile handheld biometric reader would be essential for true suspect
identification.

ID-Track � ensures the true identification, tracking and management of criminals once they enter the criminal handling continuum. From
pre-booking to parolee management ID-Track provides true suspect identification. In addition to validating true criminal identity it archives data
for a historical review of enrollments and inmate activity for report query (under development).

ID-Visit � verifies the identity of visitors registered for visitation rights to incarcerated criminals. ID-Visit can greatly reduce registration time for
subsequent visits and ensures compliance with a facility�s visitor policy.  A history of visitor activity is maintained for historical review and
report query. This application is also helpful to identify the access of pre-approved personnel such as volunteers, Chaplains, teachers, etc. (under
development).

BIO-key also provides a number of optional features designed to augment the core Law Enforcement products. These include:

•  Field Interview Tracker� - enables personnel to capture field contact information. The data is stored in a
searchable database where it can be located quickly. Police agencies can create online contact forms that meet their
specific needs and multiple agencies can share information while using their own forms and procedures.
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•  Patrol Journal� - an automated system to electronically capture and record users� daily activities, such as
patrol area assignments. With Patrol Journal, statistical and summary management reports provide an accurate picture
of time spent by field personnel.

•  TStop� - was developed to enable law enforcement agencies to comply with state mandated and voluntary
traffic stop reporting. Law enforcement personnel can capture the required information on their mobile computer and
transmit it to the server where it is stored for future report generation.

•  State Crash Report� - enables personnel to use their mobile computer to collect data needed for their state�s
crash report. This data can be wirelessly transmitted to a server for supervisor review and approval. Once complete the
report can be printed in the state�s format. Selected states are supported.

•  InfoServer�  � BIO-key�s solution for an agency�s central messaging switch for application software service,
State/NCIC interfaces, Computer Aided Dispatch (CAD) and Records Management Software (RMS) interfaces, data

5
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sharing and other applications.

•  Multiple Application Programming Interface (API) - allows an agency to have multiple ports to the server
to accommodate disparate interfaces. These multiple API ports are in addition to the one port that is inherent in the
server as well as the State/NCIC interface.

•  InfoExchange�  � provides data from local records management system (RMS) and other databases directly to
the mobile data user.  Local RMS systems often contain information and images (such as mugshots) not available
from state and federal databases.

•  MobileCop® Navigator � Based on Microsoft MapPoint, MobileCop Navigator provides easy-to-use
mapping features, such as in-car display of location and driving directions generated automatically from CAD call
information, without extensive map creation or maintenance of a full scale GIS mapping system.

Partner applications include:

•  iPass EMP software enables wireless, remote software updates to dramatically reduce administrative time
and expense, and eliminate version lags.

Current Business Plan

BIO-key�s current business plan is to:

•  License its core technology �VST� and True User Identification® to original equipment manufacturers,
systems integrators, and application developers who develop products and applications that utilize its biometric finger
matching solutions.

•  License WEB-key®, the Company�s security centric web-based biometric authentication solution.
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•  License its wireless software solutions for the public safety market directly to counties, cities and towns
across North America as well as through systems integrators and resellers.

•  Integrate its core technology competencies to leverage new business opportunities and develop new
markets for its innovative products.

Competition

The markets for BIO-key products and technologies are developing and are characterized by intense competition and rapid technological change.
No assurance can be given that our competitors will not develop new or enhanced technologies that will offer superior price, performance, or
features, or render BIO-key products or technologies obsolete.

Biometrics

In addition to companies that provide existing commonplace methods of restricting access to facilities and logical access points such as pass
cards, PIN numbers, passwords, locks and keys, there are numerous companies involved in the development, manufacturing and marketing of
fingerprint biometrics products to commercial, government, law enforcement and prison markets. These companies include, but are not limited
to, Cogent, NEC, L-1 Identity Solutions, Sagem-Morpho, and Bioscrypt.

The most recent automated fingerprint identification product sales in the market have been deployed for government and law enforcement
applications, typically at more cost than BIO-key�s products and licensing arrangements. Although most companies that target consumer
application markets have completed development of their biometric products, such technologies have not been widely accepted in the
commercial markets to date. Most companies competing for commercial opportunities are in the business of selling scanning devices and tie
their algorithm to a specific device. BIO-key has created a �device independent� algorithm that provides flexibility in choosing the correct device
and optical or tactile sense to fit the

6
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application served.

BIO-key has found that commercial markets have been slow to widely purchase biometrics as a viable alternative to their current security
methods. As a result, the primary competition for biometric technology consists of traditional security methods such as passwords, PINs, cards
and tokens.

With respect to competing biometrics technologies, each has its strength and weaknesses and none has emerged as a market leader:

•  Fingerprint identification is generally viewed as inexpensive and non-intrusive.

•  Iris scanning is viewed as accurate, but can be expensive and inconvenient to use.

•  Facial recognition has recently received substantial attention; however, it can have accuracy limitations and
be highly dependent on ambient lighting conditions, angle of view and other factors.

The market for biometric technology is evolving. Computer breaches, identity theft, phishing and other events in the recent past are driving a
large-scale shift to biometric deployments. In addition, companies such as IBM, Dell, Gateway, MPC, Samsung and HP have all introduced
computers with integrated finger scanning devices to complement the conventional username/password technique since it is highly susceptible to
hackers and security breaches. BIO-key supports these integrated devices for broader enterprise level security solutions.

Law Enforcement

The public safety market comprises agencies at all government levels, with a range of users, from a few to many hundreds. BIO-key competitors
in the mobile data market include Computer Aided Dispatch/Records Management companies such as New World, Tiburon and Motorola. Each
has comprehensive CAD and/or RMS offerings and has augmented those with their own mobile data and field reporting solutions. While these
mobile data solutions may not be as functionally rich as the BIO-key suite of products, they are sometimes less expensive when bundled with the
CAD/RMS offerings. They also provide a complete solution from one vendor.

Marketing and Distribution

BIO-key�s marketing and distribution efforts comprise the following major initiatives:
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•  During the past year, BIO-key has strengthened its alliance with Oracle and has been recognized as a
Certified Partner in the Oracle Partner Network. BIO-key supports the Oracle e-business suite of applications and
provides the biometric enabler for the Oracle Single Sign on product. As an Oracle development partner, BIO-key
provides the underlying database used for true user identification and on demand alias checking. As a development
partner, BIO-key participates in Oracle Trade Shows such as Oracle Open World and Oracle Apps World.

•  BIO-key has strategic alliances with technology leaders including Oracle, Computer Associates, Hewlett
Packard, Dell, Verizon, Sprint/Nextel, AT&T Wireless, and others.

•  BIO-key is also promoting biometric technology and its offerings through industry trade shows, public
speaking engagements, press activities and partner marketing programs

•  BIO-key is directing licensing efforts to original equipment manufacturers, application developers and
system integrators.

•  BIO-key is building a reseller, integrator and partner network as well as a direct sales team.

7
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Addressing the Market

Following are the specific marketing/sales programs in place:

•  Direct Selling Efforts � BIO-key now has a base of area sales directors who are responsible for the law
enforcement market. This team of sales professionals brings extensive experience in technical solution and
relationship-based selling. They are supported by a pre-sales team that includes system engineering and proposal
management and post-sales program management, implementation and training professionals. Included in this team
are individuals who are themselves former police officers.

BIO-key�s direct sales force also includes area sales directors for the OEM and Federal Government markets, each of whom brings not only
extensive sales experience but also expertise in emerging biometric technologies. The BIO-key sales force is rounded out by Inside Sales, which
is responsible for maintaining and supporting our existing install base, acting as a front-line support for any inquiries on our product line, and
facilitating activities that make the field team more productive.

•  Conferences and Trade Shows � BIO-key attends and actively participates in various product-related
conferences and trade shows in the technology and security industries to generate market awareness of biometric and
wireless mobile data technology generally and our offerings specifically. BIO-key�s public safety software often is
featured at our business partners� booths at these events, showcasing the interoperability of the two products.

•  Strategic Alliance � BIO-key�s strategic alliances and reseller agreements with other vendors play a significant
role in our overall sales efforts. In the past year, BIO-key has initiated and bolstered numerous important and
promising long-term relationships. Just a few examples include:

•  BIO-key is partnering with AT&T Wireless, the largest wireless carrier in the country, to first responders in a
seven-county Tennessee consortium of fire, police and EMS agencies in access to mission critical information using
BIO-key�s MobileCop solution in conjunction with AT&T Wireless�s EDGE wireless data network

•  BIO-key is partnering with Research in Motion (RIM) and Sprint to increase the market penetration of
PocketCop on BlackBerry smartphones through a national educational campaign and a promotional offer.

•  BIO-key is an active member in the CA and Oracle partner programs, delivering authentication and
identification solutions integrated with their Identity Management platform to all of their customers worldwide.
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•  Reseller Relationships �BIO-key has established reseller relationships with companies that resell BIO-key
public safety software.

Licensing

BIO-key targets both Internet infrastructure companies and large portal providers as possible licensees for its WEB-key® solution. On the
Internet infrastructure side, BIO-key seeks to partner with Internet server manufacturers, providers of database and data warehouse engine
software, horizontally positioned application engines, firewall solution providers and peripheral equipment manufacturers. On the portal side,
BIO-key is targeting financial service providers such as credit and debit card authorization and issuing institutions, Internet retailers,
business-to-business application service providers (ASPs) and corporate intranets. In the past four years, BIO-key has undertaken a WEB-key ®
and VST direct selling effort, and entered into license agreements with OEMs and system integrators to develop applications for distribution to
their respective customers.

BIO-key is also addressing the security needs of application providers in the following vertical markets:

•  Government �Using BIO-key�s technology, Northup Grumman deployed an application within the Department
of Defense to cross-credential visitors and contractors to certain military bases.

8
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•  Education �Educational Biometric Technologies and Identimetrics have incorporated BIO-key technology to
enable school children to pay for school lunch programs and checkout library books using their fingerprints. VST
technology enables schools to enroll these children and reduces the administrative costs of managing passwords and
collecting payments.

•  Commerce: ChoicePoint has implemented a check cashing solution using BIO-key�s VST technology to
reduce fraud and identity theft.

•  Patient Records and Information Management: Allscripts has integrated and deployed BIO-key�s biometric
solution as a standard part of its Enterprise EHR solution.  The integrated solution has been deployed at George
Washington University, Holzer Clinic, Medisync, and many other Allscripts customers. HBOC, one of the largest
healthcare patient records and information management companies, has integrated BIO-key technology into their
portal and has deployed their solution in a pilot for the Baptist Hospital System. Also, the Indiana Blood Center is
incorporating BIO-key�s large scale identity assurance platform to provide a safe, secure and convenient means for
donors to confirm their identity.

•  Financial: BIO-key is working with several companies focusing on financial applications such as point of
sale systems and employee trusted identification cards, as well as customer facing applications over the Internet.
BIO-key has also begun work with several financial institutions to incorporate its technology for secure access to
money transfers for institutional customers.

Intellectual Property Rights

We believe that our intellectual property is important to our biometric and law enforcement segments:

•  Patents�our biometrics segment uses patented technology and trade secrets developed or acquired by us.

In May 2005, the U.S. Patent & Trademark Office issued us a patent for our Vector Segment fingerprint technology (VST), BIO-key�s core
biometric analysis and identification technology.

On August 29 2006, BIO-key announced that the Company�s patent for biometric identification indexing, a core feature of its VST� software, has
been granted in Europe. In addition, a WEB-key® authentication security patent for �Systems and Methods of Secure Biometric Authentication�
has been issued in South Africa. These patents enhance the worldwide protection of BIO-key�s technology. The European patent for VST, which
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provides BIO-key with protection of its intellectual property in Europe, was issued on March 29, 2006 and covers a similar set of claims for a
patent BIO-key was granted in 2005 in the United States.  BIO-key expects the patent for Secure Biometric Authentication, issued in South
Africa on April 26, 2006, to be issued in the United States in the near future

On October 3, 2006, BIO-key announced that the Company�s patent for a biometric authentication security framework has been granted by the
U.S. Patent & Trademark Office. The patent (No. 7,117,356) was issued to BIO-key for a biometric authentication security framework
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